Module 4 – TCP/IP Networking
Module overview

Single Diagram

Diagram 1, Tabular

TCP/IP Networking

After completing this chapter, students will be able to perform tasks relating to:

- History of TCP/IP

- IP Addressing

- Name Resolution

- TCP/IP Protocols

Module 4.1 – History of TCP/IP

Section 4.1.1: Origins and Growth of TCP/IP

Three Diagrams

Diagram 1, Timeline

The Birth Of The Internet

Displays a timeline of protocol/technological advancement from 1957 through 2001

 - 1957 ARPA is created by Dod

 - 1969 ARPANET connects first four Universities in the US.

 - 1970 ALOHANET is developed by the University of Hawaii

 - 1973 The ARPANET goes international with connections to to University college, London,   

    England and the Royal Radar Establishment in Norway

 - 1974 BBN opens Telnet, the first commercial version of the ARPANET

 - 1982 The term "Internet" is used for the first time

 - 1983 TCP/IP becomes the universal language of the internet, ARPANET splint into   

   ARPANET and MILNET

 - 1984 The number of internet hosts exceeds 1000. DNS is introduced

 - 1986 NSFNET is created (Backbone speed 56Kbps)

 - 1987 The number of internet hosts exceeds 10,000.

 - 1988 Computer Emergency Response Team (CERT) is formed by DAPRA

 - 1989 The number of internet hosts exceeds 100,000.
 - 1990 ARPANET becomes the internet.

 - 1991 The World Wide Web is born (WWW).

 - 1992 Internet society (ISOC) is charted. Number of internet hosts breaks 1,000,000.
 - 1993 Mosaic, the first graphic-based Web browser becomes available

 - 1996 The number of internet hosts exceeds 10,000,000. The internet covers the globe.

 - 1997 The American registry for internet numbers (AIRN) is established. Internet 2 comes 

   on line.

 - 1999 Internet 2 backbone network deploys IPv6.

 - 2001 The number of internet hosts exceed 110 million.

Diagram 2, Bar Graph

Internet Versus Other Technology

Displays 'Years to 50 Million Users'
- WWW - 4 years
- Television - 13 years
- PC - 16 years
- Radio - 38 years
Diagram 3, Graphical Plots

Internet Revolution

Displays four charts

Chart 1

Users - Displays millions of internet users from 1998 through 2003 (Steady increase)

Chart 2

Web Content (# of URLs) from 1998 through 2003 (Rises from approx $0 to $15) ($Billion)
Chart 3

E-commerce from 1998 through 2003, B2B goes from approx 1000 to over 6000 Billion. 

B2C goes frox approx 500 to over 1000 Billion. 
Chart 4

Cost Savings from 1998 through 2003. Goes from approx 100 to over 1500 Billion.
Section 4.1.2: The TCP/IP Network Model
Four Diagrams

Diagram 1, Tabular

TCP/IP Model Map to the OSI Model

Displays the model representations for the TCP/IP and OSI Models

The TCP/IP Model

This comprises four layers, Layer 4 - Application, Layer 3 - Transport, Layer 2 - Internet, Layer 1- Network Access. These are tiered like floors in a building (Layer one below layer 2 etc). The Application, Transport, and Internet layers pertain to Protocols, whereas the Network Access layer pertains to networks.

The OSI Model

This comprises of seven layers, Layer 7 - Application, Layer 6 - Presentation, Layer 5 - Session, Layer 4 - Transport, Layer 3 - Network, Layer 2 - Data Link,  and Layer 1 - Physical. As with the TCP/IP model these are represented similarly to the floors of a building. The Application, Presentation, and Session layers are described as the Application Layers, Layers 4 through 1 are termed the Data Flow layers.

It's a good idea to remember a short anachronism to aid the recall of these. Such as 'A TIN' for the TCP/IP Model.

Diagram 2, Tabular

TCP/UDP Well-Known Ports

Port Number 80, Indicates HTTP, and used the TCP Protocol,

Port Number 21, Indicates FTP, and used the TCP/UDP Protocol,

Port Number 23, Indicates Telnet, and used the TCP/UDP Protocol,

Port Number 25, Indicates SMTP, and used the TCP/UDP Protocol,

Port Number 110, Indicates POP3, and used the TCP/UDP Protocol,

Port Number 119, Indicates NNTP, and used the TCP/UDP Protocol,

Port Number 137, Indicates NetBIOS name service, and used the TCP/UDP Protocol,

Port Number 161, Indicates SNMP, and used the TCP/UDP Protocol,

Port Number 194, Indicates IRC, and used the TCP/UDP Protocol,

Port Number 389, Indicates LDAP, and used the TCP/UDP Protocol,

Port Number 396, Indicates NetWare over IP, and used the TCP/UDP Protocol,

Port Number 458, Indicates Apple QuickTime, and used the TCP/UDP Protocol,

Port Number 500, Indicates ISAKMP, and used the TCP/UDP Protocol,

Diagram 3, Informative
Internet Control Message Protocol

The OSI Network layer (layer 3) corresponds to the TCP/IP Internet layer (layer 2)

The following are associated with the Internet layer of the TCP/IP model

 - ICMP

 - Destination Unreachable

 - Echo (Ping)

 - Other

Diagram 4, Tabular

TCP/IP Utilities

Utility: ARP/RARP

Use: To view IP address to MAC address entries that have been resolved by ARP protocol, to delete entries from the ARP cashe, and to add permanent IP-to-MAC mappings

Utility: Netstat (Windows/';UNIX), tpcon(NetWare)

Use: To view network connections and protocol statistics

Utility: Netbtstat (Windows)

Use: To view connections and statistics for NetBIOS over TCP/IP (NetBT)

Utility: Ipconfig (Windows NT/2000),Winipcfg (Windows 98/95), Config (NetWare), IPconfig (UNIX)

Use: To view TCP/IP configuration information such as IP address, subnet mask, default gateway, MAC address, service enabled, and more
Utility: Tracert (Windows), Iptrace (NetWare), Traceroute (UNIX)

Use: To discover the route taken by a packet on its journey from the source to the destination computer and to identify the routers through which it passes
Utility: Ping

Use: To determine IP connectivity between two systems
Section 4.1.3: TCP/IP and Network Operating Systems

Single Diagram

Diagram 1, Relational

TCP/IP

Description - Displays two networks (Hosts and Routers), on either side of the Internet TCP/IP cloud.
Text:
- Early protocol suite

- Universal
Module 4.2 – IP Addressing

Section 4.2.1: IPv4 Addresssing

Three Diagrams
Diagram 1, Relational

TCP/IP Addresses

Description - Displays a central internet cloud comprising multiple interconnected routers. Two company networks at opposite ends of the cloud are connected via company routers to the internet cloud routers.

Text:

 - Unique addressing allows communication between end stations

 - Path choice is based upon location

 - Location is represented by an address

Diagram 2, Relational

Host Addresses

Description - Displays two networks (Network A and Network B). These are both connected to the same central router. Each network comprises 4 workstations with addresses A1 through A4, and B1 through B4. The network connections to the router have the addresses A5 and B5 respectively. 

Diagram 3, Tabular

IPv4 Addressing

Links the following Linux Distribution with their network configuration file
Debian - /etc/network/interfaces

SuSe - /etc/sysconfig/network/ifcfg-eth0

Slackware - /etc/rc.d/rc/rc.inet1

Red Hat - /etc/sysconfig/network-scripts/ifcfg-eth0

Section 4.2.2: IPv4 Addressing Overview

Six Diagrams

Diagram 1, Relational

Network Layer: Communication Path

Description - Displays a central Internet cloud comprising six internal routers (semi-mesh interconnections), each of the paths between routers is labelled one through eleven. Two networks are attached at opposite sides of the cloud, connecting to the cloud through path one and path eleven respectively.

Text:

 - Addresses represent the path of the media connections

Diagram 2, Tabular/Relational

Addressing: Network and Host

Description - Displays two hosts connected to a router which itself has two internet/external connections. Each connection has a unique address, host 1 - labelled 1.2, host 2 - labelled 1.3, router/host interface - labelled 1.1. The two network/external interfaces on the router have the labels 2.1 and 3.1. (First number indicating network number, the second indicates the device/port number).
Table links networks to hosts

 - Network 1 to Hosts 1 through 3

 - Network 2 to Host 1 (First device on second network)

 - Network 3 to Host 1 (First device on third network)

Text:

 - Network Address - Location part used by the router

 - Host address - Specific port or device on the network

Diagram 3, Text

IP Addressing Format

Description - Displays a single 32 bit sting (binary)

Audio - " An IP address is thirty-two bits long. It consists of two main parts, a network number, and a host number. Because thirty-two bits are nearly impossible for most people to remember, IP addresses are grouped eight bits at a time, separated by dots, and represented in decimal, not in binary format. This is known as 'dotted decimal' format."

Animation - Displays the 32 bit address being divided into two portions - Network and Host (These portion sizes vary, however the Network portion always comprises the Most Significant Bits (Left-Most). The 32 bit address is then divided into four 8 bit components - the decimal representation of each of these 8 bit components is determined to give the address in the dotted decimal format.

Diagram 4, Tabular

IP Address Classes

Description - The Address Classes are divided into five separate classes, A through E.

A Class A network uses the first octet (The first 8 bit component of the address) for network determination, and the remaining three octets to reference the Hosts.
A Class B network uses the first two octets for network determination, and the remaining two octets to reference the Hosts.

A Class C network uses the first three octets for network determination, and the remaining octet to reference the Hosts.

Class D and E networks use the first three octets plus a potion of the fourth for network determination, and the remaining portion to reference the Hosts.

Class A addresses support 126 networks and 16,777,216 Hosts per network

Class B addresses support 16,384 networks and 65,536 Hosts per network

Class C addresses support 2,097,152 networks and 254 Hosts per network

Class D and E are termed 'Multicast' (Discussed Later) 

There is a discrepancy in the number of networks supported by the Class A addresses. This is because the address range (Dotted Decimal) 127.x.x.x is reserved for loopback addressing, and is used for testing and diagnostic purposes.
Text :

The 127.x.x.x address range is reserved as a loopback address, used for testing and diagnostic purposes.
Diagram 5, Tabular

Identifying Address Classes

Matches the Class, High-Order Bits, First-Octet Address range, and Network address bits

Class A:

 - 0 high order bits (binary).

 - 0-127 (First Octet Address range) (Note 127.x.x.x reserved for loopback)
 - 8 network address bits
Class B:

 - 10 high order bits (binary).

 - 128-191 (First Octet Address range)

 - 16 network address bits

Class C:

 - 110 high order bits (binary).

 - 192-223 (First Octet Address range)

 - 24 network address bits
Class D:

 - 1110 high order bits (binary).

 - 224-239 (First Octet Address range)

 - 28 network address bits
Diagram 6, Tabular
IP Address Classes

This table uses a 'N' to represent the Network address portion, and a 'H' to represent the Host address portion. 

Class A  - Octet 1: N, Octet 2: H, Octet 3: H, Octet 4: H

Class B  - Octet 1: N, Octet 2: N, Octet 3: H, Octet 4: H

Class C  - Octet 1: N, Octet 2: N, Octet 3: N, Octet 4: H

Section 4.2.3: Class A Addressses
Single Diagram

Diagram 1, Network Address (IPv4)

Class A Address
Description - Displays the four octets of a IPv4 address, The first is octet (8 bits) is for the network determination, the remaining three octets (24 bits) are for the host determination.

Section 4.2.4: Class B Addresses

Single Diagram

Diagram 1, Network Address (IPv4)

Class B Address

Description - Displays the four octets of a IPv4 address, The first two octets (16 bits) are for the network determination, the remaining two octets (16 bits) are for the host determination.

Section 4.2.5: Class C Addresses

Single Diagram

Diagram 1, Network Address (IPv4)

Class C Address

Description - Displays the four octets of a IPv4 address, The first three octets (24 bits) are for the network determination, the remaining octet (8 bits) is for the host determination.

Section 4.2.6: Class D and E Addresses

Single Diagram

Diagram 1, Network Address (IPv4)

Class D Address Architecture
Description - Displays the fourth octet of a IPv4 address, The octet (8 bits) divided into four portions, labelled 1 through 4. The entire octet is indicated as 'Host' portion.

Section 4.2.7: The IPv4 Address Crisis

Four Diagrams

Diagram 1, Network Address IPv4 

Subnets and Subnet Mask

Description - The 32 bit address is divided into three (unspecified length) portions -namely 'Network', ' Subnet', and ' Host' (Left to right respectively).

Text : 

Create another section in the IP address called the subnet by using a subnet mask.

Diagram 2, Tabular

Private IP Network Addresses

Lists the Address Class with their Private internal address ranges

Class A - 10.0.0.0 through 10.255.255.255

Class B - 172.16.0.0 through 172.31.255.255

Class C - 192.168.0.0 through 192.168.255.255

Diagram 3, Relational

Using Private Addresses in the WAN

Description - Displays four routers serially linked, in series. Termed Site A through Site D.

Each router is connected to independent networks which have their network address and subnet given. Each serial link between routers have been given Private addresses.
Text: - Private Addresses can be used to address point-to-point serial links without wasting real IP addresses.
Diagram 4, Tabular/Relational
NAT Router

Description - Displays a router placed between a network and the internet. There is a message transmission across the router. The router maps the address 10.4.1.1 to 2.2.2.2, and visa/versa dependant upon message direction.
Section 4.2.8: Subnetting
Six Diagrams

Diagram 1, Relational

Addressing with Subnets

Description - A central router segments/divides one network into three networks  
Audio - Internally, networks may be divided into smaller networks called subnetworks, or simply subnets. By providing a third level of addressing, subnets provide extra flexability for the network administrator. For example, a class B network address provided by the American Registry for internet numbers (ARIN), can be broken up into many subnetworks. In this example, 131.108.1.0, 131.108.2.0, and 131.108.3.0 are all subnets within the network 131.108.0.0.
Animation - Each of the segments or divisions in the diagram are allocated one of the three sub-network addresses (131.108.1.0, 131.108.2.0, and 131.108.3.0). The overall network address is 131.108.0.0.  
Diagram 2, Pictorial
Description - Displays an outline map of a US State. Within this state divisions are made - similar to telephone area codes. A Central Office distributes calls to the appropriate area code, The area exchange identifies the individual client and makes the connection. 
Also displays a similar network (with only two subnets) to the previous diagram.
Audio - Subnets are similar to the American telephone numbering system. This numbering system is divided into area codes, which are divides into exchanges, which are further divided into individual connections. Subnet addresses specify a network number, a subnet number within the network, and a host number within the subnet.
Diagram 3, Network Address IPv4

The 32-bit binary IP Address

Description - Displays a 32-bit IPv4 address. This is divided into its four octet components. The address is a Class C (Indicated as the first three octets are used for the network portion of the address). The fourth octet is itself now divided into two portions. The first is the 'Subnet Field', the second is the 'New Host Field'.   

Diagram 4, Tabular

Default Network Masks

Description - Matches the address Class with its Binary network mask and Decimal network mask.

Class A, Binary :11111111.00000000.00000000.00000000, Decimal: 255.0.0.0

Class B, Binary :11111111.11111111.00000000.00000000, Decimal: 255.255.0.0

Class A, Binary :11111111.11111111.11111111.00000000, Decimal: 255.255.255.0

Diagram 5, Tabular

Quick Reference Subnetting Chart

Description - Matches the Decimal Notation for the First Octet with the Number of Subnets, The Number of Class A Hosts per Subnet, The Number of Class B Hosts per Subnet, and the Number of Class C Hosts per Subnet.
Decimal Notation - 192

Number of Subnets - 2

Number Of Class A Hosts per Subnet - 4,194,302

Number Of Class B Hosts per Subnet - 16,382

Number Of Class C Hosts per Subnet - 62

Decimal Notation - 224

Number of Subnets - 6

Number Of Class A Hosts per Subnet - 2,097,150

Number Of Class B Hosts per Subnet - 8,190

Number Of Class C Hosts per Subnet - 30

Decimal Notation - 240

Number of Subnets - 14

Number Of Class A Hosts per Subnet - 1,048,574

Number Of Class B Hosts per Subnet - 4,094

Number Of Class C Hosts per Subnet - 14

Decimal Notation - 248

Number of Subnets - 30

Number Of Class A Hosts per Subnet - 524,286

Number Of Class B Hosts per Subnet - 2,046

Number Of Class C Hosts per Subnet - 6

Decimal Notation - 252

Number of Subnets - 62

Number Of Class A Hosts per Subnet - 262,142

Number Of Class B Hosts per Subnet - 1,022

Number Of Class C Hosts per Subnet - 2

Decimal Notation - 254

Number of Subnets - 126

Number Of Class A Hosts per Subnet - 131,070

Number Of Class B Hosts per Subnet - 510

Number Of Class C Hosts per Subnet - Nil

Decimal Notation - 255

Number of Subnets - 254

Number Of Class A Hosts per Subnet - 65,534

Number Of Class B Hosts per Subnet - 254

Number Of Class C Hosts per Subnet - Nil

Diagram 6, Tabular

Linux IP Routing Table

Description - Matches  - Destination, Gateway, Netmask, Flags, and Interface.

Destination - Workstation 1, address '192.168.16.8'

Gateway - '*'

Netmask - '255.255.255.255'

Flags - 'UH'

Interface '0 0 0 eth0'

Destination - Workstation 1, address '192.168.16.0'

Gateway - '*'

Netmask - '255.255.255.0'

Flags - 'U'

Interface '0 0 0 eth0'

Destination - Workstation 1, address '127.0.0.1'

Gateway - '*'

Netmask - '255.0.0.0'

Flags - 'U'

Interface '0 0 0 lo'

Destination - Workstation 2, address '192.168.16.5'

Gateway - '*'

Netmask - '255.255.255.255'

Flags - 'UH'

Interface '0 0 0 eth0'
Destination - Workstation 2, address '192.168.16.0'

Gateway - '*'

Netmask - '255.255.255.0'

Flags -  NIL
Interface '0 0 0 eth0'
Destination - Workstation 2, address '127.0.0.1'

Gateway - '*'

Netmask - '255.0.0.0'

Flags - 'U'

Interface '0 0 0 lo'
Module 4.3 – Name Resolution

Section 4.3.1: Overview of Name Resolution

Single Diagram

Diagram 1, Relational/Descriptive

Domain Name System Functions

Description - Displays a DNS server being passed a domain name (in this case bigsky.com). The DNS resolves this name into its IP address (In this case 172.123.54.7). This address is returned to the client. The client workstation then uses this address to send the e-mail/message/file… 

Text - "A DNS Server resolves the Post Office name of an e-mail address."

Section 4.3.2: Host Names and Host Tables

Two Diagrams

Diagram 1, Screenshot

Hostnames and Host Tables

Description - Displays a single open window, The 'Host Info' tab in the 'Connection' window displays the configured sites tree. 'rhino' is selected on the tree and the following information is displayed/editable.
- Host Name

UserID

Password

Account

Firewall

Passive/Secure

Local Folder

Comments

Advanced properties are also available.

Diagram 2, Tabular

Hostnames and Host Tables

Description - Matches IP Addresses with Mapping Names and Unique Names

IP Address - 102.54.94.7, Map Name - rhino.acme.com, Unique name - # source

IP Address - server38.25.63.10, Map Name - x.acme.com, Unique name - # x client

IP Address - host127.0.0.1, Map Name - localhost, Unique name - N/A

Section 4.3.3: The Domain Name System

Single Diagram, 
Diagram 1, Relational

DNS

Description - A client computer is connected to a DNS server, The client computer is requesting an IP address for a given Host from the DNS server. 

Section 4.3.4: Name Services and the NOS

Single Diagram

Diagram 1, Screenshot

Name Services and The NOS

Description - Displays a single open window - the 'Advanced TCP/IP Settings'. The 'DNS' tab has been selected, and the following information can be viewed/edited.

- DNS Server addresses, in order of use:
- Append these DNS Suffixes (in order)
#Note - There is also the ability to add/remove/edit entries into these two lists.

Section 4.3.5: WINS

Single Diagram

Diagram 1, Screenshot

WINS

Description - A single open window - 'Advanced TCP/IP Settings', the 'WINS' tab has been selected and the following information can be viewed/edited.
 List - WINS addresses in order of use

 Option - Enable LMHOSTS Lookup

 Option - Enable/Disable NetBIOS over TCP/IP

 Option - Use NetBIOS settings from the DHCP Server

#Note - There is also the ability to add/remove/edit entries into the WINS Address list.

Module 4.4 – TCP/IP Protocols

Section 4.4.1: Overview of TCP/IP Protocols

Three Diagrams

Diagram 1, Tabular
Application Layer

Description - Lists the services and protocols supported by the 'Application' layer of the TCP/IP model.

For File Transfer
 - TFTP (Used by Router)

 - FTP

 - NFS

For E-mail

 - SMTP

For Remote Login

 - Telnet (Used by Router)

 - FTP

For Network management

 - DNS (Used by Router)

Diagram 2, Tabular

Transport Layer

Description - Lists the services and protocols supported by the 'Transport' layer of the TCP/IP model.

- Transmission Control Protocol (TCP)

- User Datagram Protocol (UDP)

Diagram 3, Tabular

Internet Layer

Description - Lists the services and protocols supported by the 'Internet' layer of the TCP/IP model.

 - Internet Protocol (IP)

 - Internet Control Message Protocol (ICMP)

 - Address Resolution Protocol (ARP)

 - Reverse Address Resolution Protocol (RARP)

Text - "The OSI network layer corresponds to the TCP/IP Internet layer" 

Section 4.4.2: Address Resolution Protocol (ARP)
Two Diagrams
Diagram 1, Relational
Address Resolution Protocol

Description - Displays two workstations on a bus network, workstation A broadcasts an ARP request - this workstation wants the Ethernet address (MAC) of the workstation with IP address 172.16.3.2. Workstation B receives the broadcast and matches the IP address to itself (Other Workstations will drop the broadcast request after processing), workstation B sends its Ethernet Address (MAC) '0800.0200.1111' directly to workstation A.
Text:
 - Map IP → Ethernet

 - Local ARP

Diagram 2, Relational

Address Resolution
Description - Displays four workstations on a bus network. Workstation 1 is termed the 'Source', workstation 4 is termed the 'Destination'. 

Audio - Address resolution consists of mapping network addresses with Media Access Control or "MAC" addresses. When the source and destination are attached to the same LAN, system A broadcasts an ARP request to find the MAC address of system B. The broadcast request is received and processed by all devices on the LAN,  including system B. Only system B replies to the ARP request. It sends an ARP reply containing its MAC address to system A. System A receives the reply and saves the MAC address in its ARP cache. When system A again needs to communicate with system B, it checks the ARP cache, finds the MAC address of system B, and sends the frame directly.
Animation - Simply animates the process describes in the Audio.
Section 4.4.3: Internet Control Message Protocol (ICMP)

Five Diagrams

Diagram 1, List
Internet Control Message Protocol

Description - Lists Services and protocols associated with the TCP/IP model Internet layer
 - ICMP

 - Destination Unreachable
 - Echo (ping)
 - Other

Text - " OSI network layer corresponds to the TCP/IP Internet layer" 

Diagram 2, Relational
ICMP Testing
Description - Displays a workstation and a router connected on a bus. Workstation A sends data to 'Z' via the router. The router does not know where 'Z' is, so it responds to the workstation an ICMP response 'Destination Unreachable'.   

Text:

 Destination Unreachable:-
 - Host or port unreachable

 - Network Unreachable
Diagram 3, Relational
ICMP Testing

Description - Similar layout to the previous diagram, however prior to sending data to 'Z', the workstation sends an ICMP 'Echo Request' first to determine if the destination is reachable.
Text - "Generated by the 'ping' command.
Diagram 4, Relational

Undeliverable Packet
Description - Displays two routers and two workstations. Workstation A is connected to Router A, Router A is connected to Router Z, and Router Z is connected to Workstation Z.
Audio - If a router is unable to deliver a packet to its destination, the router sends an ICMP "Destination Unreachable" message back to the source to inform it of the problem. The router discards the original packet. Destinations might be unreachable because the sending host specified a non-existent address, or although less frequent, because the router might not have a route to the destination. If a router cannot deliver an ICMP message for whatever reason, the router will NOT send an ICMP message to report the failure. Doing so could saturate the network with an endless flood of ICMP messages. For this reason, an undeliveranle ICMP message is discarded.
Animation - Displays the various scenarios where ICMP messages are sent/dropped and discarded.
Diagram 5, Relational
Reachability

Description - Displays two networks (A and B) connected via two routers (Router A and Router B) 

Audio - To test the reachability of a device accross an internetwork, a TCP/IP host can send an ICMP echo request. An ICMP echo request is generated by the Ping Command.
Animation - Displays the process of a successful ICMP echo request, The request transmission, and the response by the destination.
Section 4.4.4: Transmission Control Protocol

Single Diagram

Diagram 1, Relational

Layer 4 - Transport Layer

Description - Displays two workstations, Workstation A is requesting the speed at which to send data to workstation B. Workstation B is busy at the time so it responds by telling workstation A to send the data slowly.
Section 4.4.5: User Datgram Protocol (UDP)
Single Diagram
Diagram 1, Relational/List

UDP

Description - Displays two workstations networked on a bus, the second workstation is connected to an external disk drive.
Characteristics

 - Unreliable

 - Fast

 - Assumes application will retransmit on error

 - Often used in diskless workstations
Section 4.4.6: DHCP Services

Single Diagram

Diagram 1, Relational

DHCP Request

Description - Displays the processing steps in a DHCP request
Step 1 - Client sends to Server - DHCP Client Broadcasts Discover message 

Step 2 - Server sends to Client - DHCP Broadcasts offer message

Step 3 - Client sends to Server - DHCP client responds with request message

Step 4 - Server sends to Client  - DHCP server seals the deal with an acknowledgement 

              message

Text - " The DHCP server leases an address to the DHCP client"
Section 4.4.7: Hypertext Transfer Protocol (HTTP)

Two Diagrams

Diagram 1, Screenshot

Internet Explorer

Description - Single open window, the Internet Explorer with the HP home page displayed.
Diagram 2, Screenshot

Netscape Navigator

Description - Single open window, the Netscape Navigator with the HP home page                   displayed.

Section 4.4.8: File Transfer Protocol

Single Diagram

Diagram 1, Screenshot
FTP

Description - A single open window is displayed. This widow is the FTP GUI displaying information and contents of the local system and the remote site.

Section 4.4.9: Telnet

Single Diagram

Diagram 1, Screenshot
Telnet

Description - Displays a single open window - 'Telnet'.  The window is empty (no active session) but the following drop menus are visible - 'Connect', 'edit' 'Terminal', and Help'.

Section 4.4.10: Simple Message Transfer Protocol (SMTP)

Two Diagrams

Diagram 1, Relational
SMTP

Description - Outbound messages and responses are sent to the Internet/SMTP Server by the 'E-mail Manager'. 
Diagram 2, Screenshot
SMTP

Description - Displays a single open window, 'Preferences'. This screen displays the Category Tree, and lists the Incoming and Outgoing Mail Servers. It is possible from this location to add, edit, or delete these settings/preferences. 
Section 4.4.11: Post Office Protocol Version 3 (POP3)

Two Diagrams

Diagram 1, Relational
POP3

Description - Three internet servers send messages to a network/workstation. The 'E-mail Manager' collects all these messages into its 'In Basket'. 
Diagram 2, Screenshot
Configuring Mail Server

Description - Displays a single open window with two tabs - 'General' and 'POP'. The 'General' tab is selected, this screen displays the server type and user name, it also allows preferences regarding password remembering, new mail checking interval, and automatic downloading of messages.
Section 4.4.12: Internet Message Access Protocol (IMAP)

Single Diagram

Diagram 1, Screenshot
Description - Displays a single open window with three tabs - 'General', 'IMAP', and 'Advanced'. The 'Advanced' tab is selected. This shot shows the IMAP Server Directory and the viewing options (support sub-folders, show subscribed folders only). Further preferences are also displayed  - ' Personal Namespace', 'Public (shared)', 'Other Users'. 
Module Summary

Single Diagram

No Relevant Information.
