CCNA3 – Module 9 – Lab Tables

Lab 9.1.5a – Trunking with ISL

Description

Two Switches (Switch 1, Switch 2)

Switch 1 and Switch 2 are connected via Crossover cable on port FA0/1 on both Switches (Trunk ISL)

Switch 1 has a PC connected via Straight-through cable on Port FA0/12

Switch 2 has a PC connected via Straight-through cable on Port FA0/12

Switch 1 – Configuration

Hostname – Switch_A

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.2

VLAN Names and Numbers – VLAN 1 Native, VLAN 10 Accounting, VLAN 20 Marketing, VLAN 30 Engineering

Switch Port Assignments – fa0/2 – 0/3, fa0/4 – 06, fa0/7 – 0/9, fa0/10 – 0/12

Subnet Mask – 255.255.255.0

Switch 2 – Configuration

Hostname – Switch_B

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.3

VLAN Names and Numbers – VLAN 1 Native, VLAN 10 Accounting, VLAN 20 Marketing, VLAN 30 Engineering

Switch Port Assignments – fa0/2 – 0/3, fa0/4 – 06, fa0/7 – 0/9, fa0/10 – 0/12

Subnet Mask – 255.255.255.0

Lab 9.1.5b – Trunking with 802.1q

Description

Two Switches (Switch 1, Switch 2)

Switch 1 and Switch 2 are connected via Crossover cable on port FA0/1 on both Switches (Trunk 802.1q)

Switch 1 has a PC connected via Straight-through cable on Port FA0/12

Switch 2 has a PC connected via Straight-through cable on Port FA0/12

Switch 1 – Configuration

Hostname – Switch_A

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.2

VLAN Names and Numbers – VLAN 1 Native, VLAN 10 Accounting, VLAN 20 Marketing, VLAN 30 Engineering

Switch Port Assignments – fa0/2 – 0/3, fa0/4 – 06, fa0/7 – 0/9, fa0/10 – 0/12

Subnet Mask – 255.255.255.0

Switch 2 – Configuration

Hostname – Switch_B

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.3

VLAN Names and Numbers – VLAN 1 Native, VLAN 10 Accounting, VLAN 20 Marketing, VLAN 30 Engineering

Switch Port Assignments – fa0/2 – 0/3, fa0/4 – 06, fa0/7 – 0/9, fa0/10 – 0/12

Subnet Mask – 255.255.255.0

Lab 9.2.5 – VTP Client and Server Configuration

Description

Two Switches (Switch 1, Switch 2)

Switch 1 and Switch 2 are connected via Crossover cable on port FA0/1 on both Switches (Trunk 802.1q)

Switch 1 has a PC connected via Straight-through cable on Port FA0/12

Switch 2 has a PC connected via Straight-through cable on Port FA0/12

Switch 1 – Configuration

Hostname – Switch_A

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.2

VLAN Names and Numbers – VLAN 1 Native, VLAN 10 Accounting, VLAN 20 Marketing, VLAN 30 Engineering

Switch Port Assignments – fa0/2 – 0/3, fa0/4 – 06, fa0/7 – 0/9, fa0/10 – 0/12

Subnet Mask – 255.255.255.0

Switch 2 – Configuration

Hostname – Switch_B

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.3

VLAN Names and Numbers – VLAN 1 Native, VLAN 10 Accounting, VLAN 20 Marketing, VLAN 30 Engineering

Switch Port Assignments – fa0/2 – 0/3, fa0/4 – 06, fa0/7 – 0/9, fa0/10 – 0/12

Subnet Mask – 255.255.255.0

Lab 9.3.6 – Configuring Inter-VLAN Routing

Description

One Switch (Switch 1)

Switch 1 has a Router connected via Straight-through cable on Port FA0/1

Switch 1 has 2 PC’s connected via Straight-through cable on ports FA0/5 and FA0/9

Switch 1 – Configuration

Hostname – Switch_A

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.2

VLAN Names and Numbers – VLAN 1 Native, VLAN 10 Sales, VLAN 20 Support

Switch Port Assignments – fa0/1 – 04, fa0/5 – 0/8, fa0/9 – 0/12

Subnet Mask – 255.255.255.0

