CCNA3 – Module 8 – Lab Tables

Lab 8.2.3 – Configuring Static VLANs

Description

One Switch (Switch 1)

Two PC’s (A, B)

Switch 1 has PC A connected to it via Straight-through cable on port FA0/1 Switch 1 has PC B connected to it via Straight-through cable on port FA0/4

There is 1 PC, which is not connected to anything

Switch 1 – Configuration

Hostname – Switch_A

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.2

Default Gateway IP Address – 192.168.1.1

Subnet Mask – 255.255.255.0

Lab 8.2.4 – Verifying VLAN Configuration

Description

One Switch (Switch 1)

Two PC’s (A, B)

Switch 1 has PC A connected to it via Straight-through cable on port FA0/1 Switch 1 has PC B connected to it via Straight-through cable on port FA0/4

There is 1 PC, which is not connected to anything

Switch 1 – Configuration

Hostname – Switch_A

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.2

Default Gateway IP Address – 192.168.1.1

Subnet Mask – 255.255.255.0

Lab 8.2.6 – Deleting VLAN Configuration

Description

One Switch (Switch 1)

Two PC’s (A, B)

Switch 1 has PC A connected to it via Straight-through cable on port FA0/1 Switch 1 has PC B connected to it via Straight-through cable on port FA0/4

There is 1 PC, which is not connected to anything

Switch 1 – Configuration

Hostname – Switch_A

Enable Secret Password – class

Enable VTY, Console Password – cisco

VLAN 1 IP Address – 192.168.1.2

Default Gateway IP Address – 192.168.1.1

Subnet Mask – 255.255.255.0

