Cisco Discovery 3 Module 6 Course Curriculum Picture Descriptions
Module 6.0 - Routing with a Link-State Protocol

6.0- Chapter Introduction

6.0.1 - Introduction

Single Diagram

Diagram 1, Animation

The animation show four five slides with the following text:

Slide 1: Enterprise networks need a reliable and scalable routing protocol to maintain communications and select the best path. 

Slide 2: Link-state routing protocols such as OSPF are ideally suited to the needs of enterprise networks. 

Slide 3: Network technicians configure and verify OSPF to support basic routing functionality and authentication. 

Slide 4: Network engineers configure a hierarchical design for OSPF to access the Internet and for improved routing efficiency. 

Slide 5: After completion of this chapter, you should be able to: Describe and plan a network using OSPF Design and configure a network using single-area OSPF Work with multi-protocol environments 
6.1 – Routing Using the OSPF Protocol 
6.1.1 – Link-state Protocol Operation

3 Diagrams 

Diagram 1, Image

The diagram depicts two different scenarios with regard to the metrics used to forward a packet through the network.  The two metrics represented in the diagram are the Distance Vector and Link-state metrics. The physical topology of the diagram is 4 routers directly connected to each other.  R2 sits at the centre of the network, R1, R3 and R4 are directly connected by serial links.

Distance Vector

Router R1 decides to send a message.  The message passes to all R1 routes and the distance vector protocols periodically pass the entire routing table.  Router 2 gets R1’s routing table information and sends a copy of the amended version of its own routing table to router R3 and R4.  R3 forwards it routing table to all R3 routes and back to Router R2.

Link State

Router R1 is notified that the link to 172.16.3.0/24 is down.  The link state protocol passes updates when a link changes state.  R1’s link update message is passed on the Router R2.  Router R2 then makes amendments to its own routing table and forwards a copy of its routing table to router R3 and R4.  Router R3 forwards its routing table to all connected routes.

Diagram 2, Image

The diagram depicts three routers connected in a triangular configuration with serial links between R1, R2 and R3.  The link between R1 and R2 has the network address 172.16.1.0/24 with one computer named H2 connected to R2 and this link is 56Kbps link.  The link between R2 and R3 is a T1 (1.54Mbps) link.  The link between R1 and R3 is a T1 (1.54Mbps) link and router R1 has on computer connected to it with the network address 172.16.3.0/24 and the hostname H1.  H1 sends a packet out to router R1 which then forwards the update to router R2.  The RIP update traverses the network till it reaches the host H2 connected to router R2.  The OSPF packet chooses the shortest path based on bandwidth.  The OSPF packet goes out of R1 to R3 then R2 to the destination host of H2.  The OSPF packet reaches the destination first as it uses the fastest links to the intended host.

Diagram 3, Activity

Indicate whether the characteristic describes RIP or OSPF.

Select RIP or OSPF for each characteristic.

1. Periodically sends the entire routing table to all directly connected neighbors.

2. Works well for larger hierarchical networks.

3. Appropriate for smaller simpler networks.

4. Provides fast convergence.

5. Generates a map of the network from the viewpoint of the router.

6. Hop count metric is used to determine best path.

7. Fairly simple to configure

8. Requires more router system resounces.

9. Link cost metric used to determine hest path.

6.1.2 – OSPF Metrics and Convergence

3 Diagrams 

Diagram 1, Table

The diagram depicts a table of interface type and there average cost.  The table is listed below.

Interface Type 

10 to the power of 8/bps = Cost

Fast Ethernet and faster
10 to the power of 8/100,000,000 bps = 1

Ethernet


10 to the power of 8/10,000,000 bps = 10

E1



10 to the power of 8/2,048,000 bps = 48

T1



10 to the power of 8/544,000 bps = 64

128Kbps


10 to the power of 8/128,000 bps = 781

64Kbps


10 to the power of 8/64,000 bps = 1562

56Kbps


10 to the power of 8/56,000 bps = 1785

Diagram 2, Image

The diagram depicts router R1 directly connected to three other routers named R2, R3 and R4.  All three routers have networks connected to them and they are named network A, B, C and D respectively.  The link cost between R1 and R2 is 20.  The link cost between R1 and R3 is 5.  The link cost between R1 and R4 is 20.  The link cost between R3 and R4 is 10.

A table gives the shortest path for each network from R4:

Destination A

Path R4-R3-R1-R2

Cost 35 (least cost path)

Path R4-R1-R2

Cost 40

Destination B

Path R4-R3

Cost 10 (least cost path)

Path R4-R1-R3

Cost 25

Destination C

Connected

Cost 0

Diagram 3, Activity.

The diagram depicts 5 routers arranged in a Pentagon topology links are named below along with there relevant cost.  Find the shortest path from H1 to H2.

Link Type

R1 to R3 = Ethernet

R1 to R2 = Ethernet

R1 to R4 = E1

R1 to R5 = T1

R2 to R5 = T1

R5 to R4 = E1

R3 to R4 = Fast Ethernet

OSPF Cost

Fast Ethernet = 1

Ethernet = 10

E1 = 48

T1 = 64

6.1.3 – OSPF neighbors and Adjacencies

5 Diagrams 

Diagram 1, Table

The diagram depicts a table of the different state changes that the router goes through before becoming fully adjacent.  The state types and the definitions are listed below.

State


Definition

Init


The router receives an initial bello packet from its 



neighbor.  When a router receives a hello packet from a 


neighbor, it lists the sending router ID in its own hello 



packet as an acknowledgment.

2-way


Bi-directional communication is established in that each 


router has seen the hello packet from each other.  This 


state is attained when the router receiving the hello 



packet sees its own Router ID within the neighbor field of 


the hello packet.  At this state, a router decides whether 


to become fully adjacent with this neighbor.

Exstart 

The routers establish a master-slave relationship and 



choose the initial sequence number for adjacency 



formation.  Between two routers, the router with the 



higher router ID becomes the master and starts the 



exchange.

Exchange

OSPF routers exchange database descriptions (DBD) 


packets that contain link-state advertisement (LSA) 



headers only.  The DBD describes the contents of the 


entire link-state database.  Each DBD packet has a 



sequence number which can be incremented only by the 


master.

Loading

Based on the information provided by the DBD’s, routers 


send link-state request packets for more specific 



information.  The neighbor provides the requested link-


state information in link-state update packets.

Full 


All the router and network LSA’s are exchanged and the 


router databases are fully synchronized.

Diagram 2, Image

The diagram depicts a switch at the centre of a star topology with five router’s directly connected, each named R1 through R5.  R2 and R3 have been named DR and BDR.  R1 forms an adjacency with the DR and BDR only.  R1 forwards all route information to the DR and BDR using an LSA.  The DR forwards LSA’s containing the route information provided by R1 to all other routers.  

Diagram 3, Image

The diagram depicts a switch at the centre of a star topology with four routers directly connected.  The routers have been named R1 through R4. R1 says, “ My priority is 0.  I will not participate in the election.  I am the DRother.”  R2 says, “My priority is the default value of 1.  I am a DRother.”  R3 says,”My priority is 10. I am the DR.”  R4 says, “My priority is 5, I am the BDR.”

Diagram 4, Image

The diagram depicts 3 network topology situations, these are, Broadcast Multi-Access, Point to Point and Non-Broadcast Multi-Access.  Each topology is described below:

Broadcast Multi-Access

A switch at the centre of four routers that are directly connected to the switch.  The routers have been named R1 through R4.

Point to Point

Two routers named R1 and R2 directly connect through serial link from S0/0/0 on R1 and S0/0/0 on R2.  Both routers have networks connected to there Fast Ethernet ports.

Non-Broadcast Multi-Access

The broadcast cloud lies at the centre of this diagram with four routers named R1 through R4 directly connected to the broadcast cloud by serial links.

Diagram 5, Activity

There are two parts to this activity.  

Part1 

Determine the router ID for each router and the designated router for each network.

Part 2

For each Network, select the router that will be elected as the designated router.

The topology description is as follows; Router RTF is connected by serial link to router RTB.  Router’s RTB, RTA, RTC, RTD and RTE are all connected to the same network segment.  The IP addresses for each router interface are as follows”

Router RTA

S0 – 10.1.16.2/30

E0 – 10.1.10.4/34

E1 – 10.1.19.1/24

Lo0 – 192.168.10.5/32

Router RTB

S0 – 209.165.201..1/27

E0 – 10.1.10.3/24

Router RTC

E1 – 10.1.10.1/24

Router RTD

E0 – 10.1.13.1/24

Lo0 – 192.168.10.3/32

Router RTE

S0 – 10.1.16.1/30

E0 – 10.1.13.2/24

Lo0 – 192.168.10.1/32

Router RTF

S0 – 209.165.201.2/27

Part 1.

Match the hostname to the router ID.

Hostname
Router ID

RTA

(select from above router information)

RTB

(select from above router information)

RTC

(select from above router information)

RTD

(select from above router information)
RTE

(select from above router information)

RTF

(select from above router information)

Part 2.

Match the network ID to the Hostname.

Network ID

Hostname

10.1.10.0

(select from above router information)

10.1.13.0

(select from above router information)

10.1.16.9

(select from above router information)

10.1.19.0

(select from above router information)

209.165.201.0
(select from above router information)

6.1.4 – OSPF Areas

2 Diagrams

Diagram 1, Image

The diagram depicts four areas they are named, Area 1, Area 0, Area S1 and the area encompassing the EIGRP router.  Area 1 has four routers and a boundary router named ABR. Area 0 has four routers inside the cloud and two ABR routers, one belonging to the Area 0 and the router from the boundary of Area 1.  One of Area 0’s routers is acting as the ASBR which then links to the EIGRP router in the separate cloud.  Area S1 has four routers and the fifth router is acting as the ABR and is sitting on the boundary of Area 0 and S1.

Diagram 2, Activity

Match the term to the best description.

Term







A: Backbone area

B: Non-backbone area

C: Router between Area 0 and another OSPF area

D: Router between Area 0 and another AS

E: Using multiple OSPF areas

F: All OSPF areas that make up an enterprise network

G: Formula that helps determine the best path

Description

1. Hierarchical network

2. Area 51

3. ABR

4. ASBR

5. Area 0

6. SPF algorithm,

7. AS

6.2.1 – Configuring Basic OSPF in a Single Area

Four Diagrams

Diagram 1, Image

Configuring Basic OSPF in a Single Area

The picture depicts a network, there are three routers all interconnected.

Three Routers (R1, R2, R3)

R1 is connected to R2 via Serial link (R1: 192.168.10.1/30 S0/0/0, R2: 192.168.10.2 S0/0/0)

R1 is connected to R3 via Serial link (R1: 192.168.10.5/30 S0/0/1, R2: 192.168.10.6 S0/0/0)

 R2 is connected to R3 via Serial link (R2: 192.168.10.9 S0/0/1, R3: 192.168.10.10 S0/0/1)

R1 has the network 172.16.1.16/28 attached to fa0/0 (fa0/0 IP: 172.16.1.17)

R2 has the network 10.10.10.0/24 attached to fa0/0 (fa0/0 IP: 10.10.10.1)

R3 has the network 172.17.1.32/29 attached to fa0/0 (fa0/0 IP: 172.17.1.33/29)

There are screen captures of R1, R2, R3 command lines, which are as follows

R1

R1(config)#router ospf 1

R1(config-router)#network 172.16.1.16 0.0.0.15 area 0

R1(config-router)#network 192.168.10.0 0.0.0.3 area 0

R1(config-router)#network 192.168.10.4 0.0.0.3 area 0

R2

R2(config)#routeer ospf 1

R2(config-router)#network 10.10.10.0 0.0.0.255 area 0

R2(config-router)#network 192.168.10.0 0.0.0.3 area 0

R2(config-router)#network 192.168.10.8 0.0.0.3 area 0

R3

R3(config)#router ospf 1

R3(config-router)#network 172.16.1.32 0.0.0.7 area 0

R3(config-router)#network 192.168.10.4 0.0.0.3 area 0

R3(config-router)#network 192.168.10.8 0.0.0.3 area 0

Diagram 2, Tabular

Configuring Basic OSPF in a Single Area

Network command:

R2(config-router)#network 172.16.4.0 0.0.0.255 area 0

Example 1:

Network – 172.16.4.0/244

All 255s mask – 255.255.255.255

Subnet mask – 255.255.255.0

Wildcard mask – 0.0.0.255

Network command

R3(config-router)#network 192.168.10.4 0.0.0.3 area 0

Example 2:

Network – 192.168.10.4/30

All 255s mask – 255.255.255.255

Subnet mask – 255.255.255.252

Wildcard mask – 0.0.0.3

More info

Instead of specifying a range of addresses that coincide with the subnet, you may specify the interface (host) IP address and use a 0.0.0.0 wildcard mask in the network statement. This limits OSPF advertisements to that specific interface and address, since all 32 bits of the address must match.

Example Router(config-router)#network 10.10.10.1 0.0.0.0 area 0

Diagram 3, Activity

Configuring Basic OSPF in a Single Area

Determine the required Subnet Mask and Wildcard mask for the specified network.

10.0.0.0/8

192.168.100.0/24

192.168.226.96/27

172.24.4.0/23

Diagram 4, Hands on Lab

Configuring Basic OSPF in a Single Area

6.2.2 – Configuring OSPF Authentication

Two Diagrams

Diagram 1, Image

Configuring OSPF Authentication

The picture depicts three routers(R1, R2, R3) all interconnected, R1 is connected to R2, R1 is connected to R3, R2 is connected to R3. All three OSPF packets are encrypted. 

There are screen captures of R1, R2, R3 command prompts, which are as follows:
R1

R1(config)#router ospf 18

R1(config-router)#network 10.0.0.0 0.0.0.255 area 0

R1(config-router)#area 0 authentication messagedigest

R1(config)#interface serial 0/0/0

R1(config-if)#ip address 10.0.0.1 2255.255.255.0

R1(config-if)#ip ospf message-digest-key 10 md5 areapassword

R2

R2(config)#router ospf 10

R2(config-router)#network 10.0.1.0 0.0.0.255 area 0

R2(config-router)#network 10.0.0.0 0.0.0.255 area 0

R2(config-router)#area 0 authentication message-digest

R2(config)#interface serial0/0/0

R2(config-if)#ip address 10.0.0.2 255.255.255.0

R2(config-if)#ip ospf message-digest-key 10 md5 areapassword

R2(config)#interface serial 0/0/1

R2(config-if)#ip address 10.0.1.2 255.255.255.0

R2(config-if)#ip ospf message-digest-key 10 md5 areapassword

R3

R3(config)#router ospf 10

R3(config-router)#network 10.0.1.0 0.0.0.255 area 0

R3(config-router)#area 0 authentication message-digest

R3(config)#interface serial0/0/0

R3(config-if)#ip address 10.0.1.1 255.255.255.0

R3(config-if)#ip ospf message-digest-key 10 md5 areapassword

Diagram 2, Hands on Lab

Configuring OSPF Authentication

6.2.3 – Turning OSPF Parameters

Five Diagrams

Diagram 1,

Turning OSPF Parameters

The picture depicts three Routers (R1, R2, R3) all connected to a Switch.

R1 IP: 192.168.1.1

R2 IP: 192.168.1.2

R3 IP: 192.168.1.3

There are three sets of configuration commands listed, which are as follows

Priority

R1(config)#interface fastethernet 0/0

R1(config-if)#ip ospf priority 50

Router ID

R1(config)#router ospf 1

R1(config-router)#router-id 10.1.1.1

Loopback interface

R1(config)#interface loopback 1

R1(config-if)#ip address 10.1.1.1 255.255.255.255

Diagram 2, Hands On Lab

Diagram 3, Image

Turning OSPF Parameters

The picture depicts a network, identifying bandwidth and ospf cost.

Three Routers (R1, R2, R3)

R1 is connected to R2 via Serial link (R1: 192.168.10.1/30 S0/0/0, R2: 192.168.10.2 S0/0/0)

R1 is connected to R3 via Serial link (R1: 192.168.10.5/30 S0/0/1, R2: 192.168.10.6 S0/0/0)

 R2 is connected to R3 via Serial link (R2: 192.168.10.9 S0/0/1, R3: 192.168.10.10 S0/0/1)

R1 has the network 172.16.1.16/28 attached to fa0/0 (fa0/0 IP: 172.16.1.17)

R2 has the network 10.10.10.0/24 attached to fa0/0 (fa0/0 IP: 10.10.10.1)

R3 has the network 172.17.1.32/29 attached to fa0/0 (fa0/0 IP: 172.17.1.33/29)

The bandwidth on the link between R1 and R2 is 64kbps

The bandwidth on the link between R1 and R3 is 256kbps

The bandwidth on the link between R2 and R3 is 128kbps

There screen captures of R1 and R3 command prompt, which are as follows:

R1

R1(config)#interface serial0/0/0

R1(config-if)#bandwidth 64

R1(config-if)#interface serial0/0/1

R1(config-if)#bandwidth 256

R1(config-if)#end

The bandwidth 64 is highlighted and there is a section at the bottom, which says “10/64,000 bps = 1562”;

R3

R3(config)#interface serial0/0/0

R3(config-if)#ip ospf cost 1562

Diagram 4, Text

Turning OSPF Parameters

Problem  - New 10 Gigabit Link to the ISP not performing as well as expected.

Solution – Modify the reference bandwidth – default bandwidth only 1.544Mbps

Diagram 5, Hands on Lab

6.2.4 – Verifying OSPF Operation

Four Diagrams 

Diagram 1, Image

Verifying OSPF Operation

The picture depicts three Routers (R1, R2, R3) all connected to a Switch.

R1 IP: 192.168.1.1

R1 has network 10.10.3.1 loopback 0

R2 IP: 192.168.1.2

R2 has network 10.10.5.5 loopback 0

R3 IP: 192.168.1.3

R3 has network 10.10.1.6

The picture depicts a table with the results of the show ip ospf neighbor command, which was entered on the R1 command prompt

Neighbor ID – 10.10.5.5

Pri – 1

State – Full/DR

Dead Time – 00:00:37

Address – 192.168.1.2

Interface – FastEthernet0/0

Neighbor ID – 10.10.1.6

Pri – 1

State – 2WAY/DROther

Dead Time – 00:00:15

Address – 192.168.1.2

Interface  - FastEthernet\0/0

Neighbor ID – The router ID of the neighbor

Priority – The priority of the router interface

State – The state of the neighbor relationship

Dead Time – The amount of time remaining before the router will declare the neighbor dead without receiving a Hello packet.

Address – The IP address of the interface of the neighbor.

Interface – The interface of this router that formed the adjacency with the neighbor.

Diagram 2, 

Verifying OSPF Operation

Three Routers (R1, R2, R3)

R1 is connected to R2 via Serial link (R1: 192.168.10.1/30 S0/0/0, R2: 192.168.10.2 S0/0/0)

R1 is connected to R3 via Serial link (R1: 192.168.10.5/30 S0/0/1, R2: 192.168.10.6 S0/0/0)

 R2 is connected to R3 via Serial link (R2: 192.168.10.9 S0/0/1, R3: 192.168.10.10 S0/0/1)

R1 has the network 172.16.1.16/28 attached to fa0/0 (fa0/0 IP: 172.16.1.17) Lo0: 10.1.1.1/32

R2 has the network 10.10.10.0/24 attached to fa0/0 (fa0/0 IP: 10.10.10.1) Lo0: 10.2.2.2/32

R3 has the network 172.17.1.32/29 attached to fa0/0 (fa0/0 IP: 172.17.1.33/29) Lo0: 10.3.3.3/32

There are OSPF show command outputs as follows:


show ip protocols

R1 show ip protocols

Routing protocol is “ospf 1”
Outgoing update filter list for all interfaces is not set

Incoming update filter list for all interfaces is not set

Router ID 10.1.1.1

Number of areas in this router is 1. 1 normal 0 stub 0 nssa

Maximum path: 4

Routing for networks:
172.16.1.16 0.0.0.15 area 0

172.168.10.0 0.0.0.3 area 0

172.168.10.4 0.0.0.3 area 0

Reference bandwidth unit is 100 mbps

Routing Information sources:

Gateway – 10.2.2.2

Distance – 110

Last Update – 11:29:29

Gateway – 10.3.3.3

Distance – 110

Last Update – 11:29:29

Distance: (default is 110)

Show ip ospf

R1#show ip ospf

<some output omitted>

Routing process “ospf 1” with ID 10.1.1.1

Start time: 00:00:19.540, Time elapsed: 11:31:15.776

Supports only single TOS(TOS0)

Supports opaque LSA

Supports link-local signaling (LLS)

Supports area transmit capability

Router is not originating router-LSAs with maximum metric

Initial SPF scheduled delay 5000 msecs

Minimum hold time between two consecutive SPFs 10000 msecs

Maximum wait time between two consecutive SPFs 10000 msecs

Incremental-SPF disabled

Minimum LSA interval 5 secs

Minimum LSA arrival 1000 msecs

Area BACKBONE(0)

Number of interfaces in this area is 3

Area has no authentication

SPF algorithm last executed 11:30:31.628 ago

SPF algorithm executed 5 times

Area ranges are

<output omitted>
Show ip ospf interface

R1#show ip ospf interface serial0/0/0

Serial0/0/0 is up, line protocol is up

Internet Address 192.168.10.1/30, Area 0

Process ID 1, Router ID 10.1.1.1, Network Type POINT_TO_POINT

Transmit Delay is 1 sec, State POINT TO POINT,

Timer intervals configured, Hello 10, Dead 40, Wait, Retransmit 5

Cob-resync timeout 40

Hello due in 00:00:07

Supports link-local Signeling (LLS)

Index 2/2, flood queue length 0

Next 0x0(0)/0x0(0)

Last flood scan length is 1, maximum is 1

Last flood scan time is 0 msec maximum is 4 msec

Neighbor Count is 1, Adjacent neighbor count is 1

Adjacent with neighbor 10.2.2.2

Supress hello for 0 neighbor(s)

Show ip route

R1#show ip route

Codes: <output omitted>

Gateway of last resort is 192.168.10.2 to network 0.0.0.0

192.168.10.0/30 is subnetted, 3 subnets

c 192.168.10.0 is directly connected, Serial0/0/0

c 192.168.10.4 is directly connected, Serial 0/0/1

o 192.168.10.8 [110/1562] via 192.168.10.6, 00:01:34, Serial0/0/1

[110/1562] via 192.168.10.2, 00:01:34, Serial0/0/0

172.16.0.0/16 is variably subnetted, 2 subnets, 2 masks

o 1722.16.1.32/29 [110/782] via 192.168.10.6, 00:01:34, Serial0/0/1

c 172.16.1.16/28 is directly connected, FastEthernet0/0

10.0.0.0/25 is subnetted, 2 subnets

o 10.10.10.0 [110/782] via 192.168.10.2, 00:01:35, Serial0/0/0

c 10.1.1.0 is directly connected, Loopback0

0*E2 0.0.0.0/0 [110/1] via 192.168.10.2, 00:01:35, Serial0/0/0

Diagram 3, Activity

Verifying OSPF Operation

Answer the questions based on the exhibit.

Exhibit

The picture depicts a screen capture of R2’s command prompt, which is as follows:

R2#show ip route

<<output omitted>>

Gateway of last resort is not set

192.168.10.0/30 is subnetted, 3 subnets

C 192.168.10.0 is directly connected, Serial0/0/0

O 192.168.10.4 [110/128] via 192.168.10.10, 00:08:22, Serial0/0/1

C 192.168.10.8 is directl connected, Serial0/0/1

172.16.0.0/16 is variably subnetted, 2 subnets, 2 masks

0 172.16.1.32/29 [110/65] via 192.168.10.10, 00:08:22, Serial0/0/1

0 172.16.1.16/28 [110/129] via 192.168.10.10, 00:08:22, Serial0/0/1

10.0.0.0/8 is variably subnetted, 2 subnets, 2 masks

C 10.2.2.2/32 is directly connected, Loopback0

C 10.10.10.0/24 is directly connected, FastEthernet0/0

1. How many networks were learned by OSPF?

6

5

4

3

2. What is the administrative distance for OSPF routes?

1

65

110

128

3. How many subnets are there for the 172.16.0.0 network?

0

1

2

3

4. What is the metric for the path to the 192.168.10.4 network?

1

30

65

128

5. What is the router ID for R2?

10.10.10.0

10.2.2.2

192.168.10.2

192.168.10.9

Diagram 4, Hands on Lab

Verifying OSPF Operation

6.3 – Using Multiple Routing Protocols

6.3.1 – Configuring and Propagating a Default Route

3 Diagrams 

Diagram 1, Image

The diagram depicts six routers connected in a pentagonal topology.  R3 sits at the centre of the topology with R1 being marked as the ASBR and a dedicated serial link to the ISP.  This network forms part of the Enterprise AS.  R1 announces, “I have a default route to the ISP. I will send it to the other routers within my AS.”

Diagram 2, Image

The diagram depicts router R1 and R2 directly connected by serial link to each other and the network address is 192.168.10.0/30. R2 has a network connected to its Fast Ethernet interface and the network address 10.10.10.0/24.

Router R1 is connected to the ISP with a serial link and the network address is 209.165.200.224. Router R1 has a speech bubble above, it says, “I have nowhere to forward unknown traffic.”  Router R2 has a speech bubble above, it says,” I have nowhere to forward unknown traffic.”

When the command, “show ip route” is type the output display’s the line below when No Default Route is set.

R1# show ip route

Gateway of last resort is not set.

R2# show ip route

Gateway of last resort is not set.

Creation and Propagation of Default Route

R1(config)# ip route 0.0.0.0 0.0.0.0 serial 0/0/1

R1(config)# router ospf 1

R1(cnfig-router)# default-information originate

With Default Route

R1# show ip route

Gateway of last resort is 0.0.0.0 to network 0.0.0.0

S* 0.0.0.0 is directly connected, Serial 0/0/1

R2# show ip route

Gateway of last resort is 192.168.10.1 to network 0.0.0.0

O*E2 0.0.0.0/0 (110/1) via 192.168.10.1, 00:37:23. Serial 0/0/0

Diagram 3, Hands On Lab

6.3.2 – Configuring OSPF Summarization

2 Diagrams

Diagram 1, Image

The diagram depicts 5 routers in a cloud each, one is linked to the a central router by serial links.  Four of the routers have networks connected to them, router R1 has network 192.168.0.0/24.  Router R2 has network 192.168.1.0/24.  Router R3 has the network 192.168.2.0/24.  Router R4 has the network 192.168.3.0/.  Router R5 a has serial link to the ISP router which is situated outside the cloud.  The summary route for Area 0 is 192.168.0.0/22.  Inter-area route summarization is configured on Area Border Routers (ABR’s) and applies to routes from within the AS.  In order to take advantage of summarization network numbers in areas should be assigned in a contiguous way to be able to combine these addresses into one range.  Summary routes between autonomous systems are configured on the Autonomous System Border Router (ASBR).

Diagram 2, Hands on Lab

6.3.3 – OSPF Issues and Limitations

1 Diagram

Diagram 1, Image

The diagram depicts a set of balance scales with the advantages and disadvantages on either side of the scales.  The advantages and disadvantages are listed below.

Advantages

· Uses bandwidth as a metric 

· Converges quickly using triggered updates

· Limits routing loops through consistent view of network topology

· Routing decisions based on latest information

· Minimizes link-state database – fewer SPF calculations

· Converges faster

· Supports CIDR and VLSM

· Designed hierarchically using areas

Disadvantages

· Requires more memory and processor power

· Requires more complex and expensive implementation

· Requires an administrator who understands the protocol

· Floods the network initially with LSA’s noticeably degrading network performance

6.3.4 – Using Multiple Protocols in the Enterprise

5 Diagrams

Diagram 1, Image

The diagram depicts two network clouds each housing an organization.  The first cloud houses organization B and it has 4 routers as part of its network.  Three routers have networks connected, these three routers are connected to the BR by serial link.  The protocol in use is RIPv2.  The BR in organization B is directly connected to organization A’s ABR.  Directly connected to organization A’s ABR are four routers each with there own networks attached.  The cloud that surrounds organization A uses the OSPF protocol and therefore sends OSPF updates out of the ABR to the BR in organization B.  The BR in organization B sends RIP updates back down to organization A.  The border routers BR and ABR are running both protocols RIPv2 and OSPF.

Diagram 2, Table

The diagram depicts the below information in a table.

Headings - Route Source

Administrative Distance
Default Metric
Connected



0



0

Static




1



0

EIGRP Summary Route

5



0

External BGP


20


Bandwidth, delay

Internal EIGRP 


90


Link cost

IGRP 




100


Link cost

OSPF




110


Hop count

IS-IS




115


value assigned by adm.

RIP 




120




External EIGRP 


170

Internal BGP



200

Diagram 3, Activity

Analyze the routing table and determine the route source, the AD and the metric.

Routing Table Information

Console output

Gateway of last resort is not set

10.0.0.0/16 is subnetted, 1 subnet

S 10.4.0.0 is directly connected, Serial 0/0/0

172.16.0.0/24 is subnetted, 3 subnets

C 172.16.1.0 is directly connected, FastEthernet 0/0

C 172.16.2.0 is directly connected, Serial 0/0/0

D 172.16.3.0 [90/2172416] via 172.16.2.1, 00:00:18, Serial 0/0/0

C 192.168.1.0/24 is directly connected, Serial 0/0/1

O 192.168.100.0/24 [110/65] via 172.16.2.1, 00:00:03, Serial 0/0/0

O 192.168.110.0/24 [110/65] via 172.16.2.1, 00:00:03, Serial 0/0/0

R 192.168.120.0/24 [120/65] via 172.16.2.1, 00:00:18, Serial 0/0/0

Router

10.4.0.0/16

172.16.2.0/24

172.16.3.0/24

192.168.110.0/24

192.168.120.0/24

Options

OSPF

ODR

BGP

Static

Connected

0

110

90

120

2172416

EIGRP

RIP

1

65

Diagram 4, Tables

The diagram depicts three tables of the three destination routes named Route1 Route2 and Route3.  The table lists the destination IP address of each destination and these are as follows:

Destination


192.168.1.15



O 192.168.0.0/22 [110/65] via 192.168.0.1, serial 0/0/0

O 192.168.1.0/24 [110/65] via 192.168.1.1, serial 0/0/1

192.168.3.23



O 192.168.0.0/22 [110/65] via 192.168.0.1, serial 0/0/0

O 192.168.1.0/24 [110/65] via 192.168.1.1, serial 0/0/1

172.168.0.10



O 172.16.0.0/12 [110/65] via 192.168.0.1, serial 0/0/0

O 172.16.0.0/18 [110/65] via 192.168.1.1, serial 0/0/1

O 172.16.0.0/26 [110/65] via 192.168.1.1, serial 0/0/1

Consider looking at the binary representation of each group of IP addresses.

Diagram 5, Activity

Answer the questions below with from the available answer options.

1. Select the route the packet will take if the destination network is 192.168.1.133.

- O 192.168.1.0/24 [110/65] via 192.168.2.2, serial 0/0/0

 - R 192.168.1.0/24 [110/65] via 192.168.3.2, fastethernet 0/0

 - D 192.168.1.0/24 [110/65] via 192.168.4.2, serial 0/0/1

2. Select the route the packet will take if the destination network is 192.168.1.228.

- C 192.168.1.0/24 is directly connected FastEthernet 0/0

- O 192.168.1.0/24 [110/65] via 192.168.2.2, serial 0/0/0

- D 192.168.1.0/24 [110/65] via 192.168.3.2, serial 0/0/1

3.Select the route the packet will take if the destination network is 10.10.10.5

- R 10.10.10.0/16 [120/1] via 192.168.2.2, serial 0/0/0

- D 10.10.10.0 /16 [90/21765] via 192.168.3.2, serial 0/0/1

- S 10.10.10.0 /16 [110/65] via 192.168.4.2

4.  Select the route the packet will take if the destination network is 172.16.0/48

- O 172.16.0.0/16 [110/65] via 192.168.2.2, serial 0/0/0

- O 172.16.0.0/24 [110/65] via 192.168.3.2, FastEthernet 0/0

- O 172.16.0.0/20 [110/65] via 192.168.4.2, serial 0/0/1

5.  Select the route the packet will take if the destination network is 192.168.1.55.

- R 192.168.1.0/26 [110/65] via 192.168.2.2, serial 0/0/0

- R 192.168.1.0/24 [110/65] via 192.168.3.2, FastEthernet 0/0

- R 192.168.1.0/25 [110/65] via 192.168.4.2, serial 0/0/1

Module 6.4 – Chapter Summary

6.4.1 – Summary

One Diagram

Diagram 1, Tabular

Summary

Slide 1
· OSPF is a classless interior link-state routing protocol used in enterprise networks.
· OSPF offers scalability, route summarization, and isolates routing issues.
· OSPF uses bandwidth to generate the cost metric.
· OSPF routers within an area advertise information about the status of links to their neighbors using LSAs.
· OSPF routers use their router ID to elect a DR and BDR on multi-access networks.
· An OSPF AS design starts with the backbone area or Area 0. Other areas created are all adjacent to Area 0.
· An ABR connects an area to the backbone area.
· An ASBR connects the entire OSPF AS to another AS.
Slide 2

· The OSPF network command uses a combination of network address and wildcard mask. It specifies the interface address or range of addresses enabled for OSPF.
· To ensure the security of OSPF updates, configure authentication between routers. The most secure method of authentication is MD5.
· A network administrator can dictate which routers become the DR and the BDR by setting the priority or router ID on the routers
· The bandwidth interface command and the ip ospf cost interface command ensure that OSPF uses an actual cost to determine the best route.
· Several show commands verify OSPF operation including show ip protocols, show ip ospf, or show ip ospf interface, show ip route and show ip ospf neighbor
Slide 3

· An administrator configures a default route on an ASBR and then configures it to advertise the default route into the rest of the OSPF network.
· Inter-area route summarization is configured on ABRs and applies to routes from within the AS. Summary routes between autonomous systems are configured on the ASBR.
· OSPF requires more router memory and CPU resources which means more powerful and more expensive routers.
· Route redistribution allows routes from one routing protocol or static routes to be imported into another routing protocol.
· AD and longest prefix match determines the preferred route to a network.
6.4.2 – Critical Thinking

One Diagram

Diagram 1, Activity

Critical Thinking

Answer the questions based on the information contained in the exhibit.

Exhibit

The exhibit depicts a screen capture of a Routers Command Prompt, displaying the information from the show ip route command.

RTR1# s hip route

<output omitted>

Gateway of last resort is not set

10.0.0.0/8 is variably subnetted 3 subnets, 2 masks

R 10.10.4.0/24 [120/1] via 10.10.10.1, 00:00:12, FastEthernet1/0

C 10.10.10.0/24 is directly connected, FastEthernet0/1

S 10.10.4.16/29 is directly connected, Serial0/2/1

192.168.16.0/30 is subnetted, 1 subnets

C 192.168.16.0 is directly connected, Serial 0/2/1

S* 0.0.0.0/0 is directly connected, FastEthernet0/0

1. A packet is destined for 10.10.4.3/24. Form which interface will the packet leave?

Fast Ethernet 1/0

Fast Ethernet 0/1

Serial 0/2/1

Fast Ethernet 0/0

2. A packet is destined for 10.10.4.17/29. Out of which interface does the packet leave?

Fast Ethernet 1/0

Fast Ethernet 0/1

Serial 0/2/1

Fast Ethernet 0/0

3. A packet is destined for 10.10.20.3/24. Out of which interface does the packet leave?

Fast Ethernet 1/0

Fast Ethernet 0/1

Serial 0/2/1

Fast Ethernet 0/0

4. A packet is destined for 10.10.10.3/24. Out of which interface does the packet leave?

Fast Ethernet 1/0

Fast Ethernet 0/1

Serial 0/2/1

Fast Ethernet 0/0
